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Keywords Abstract

blockchain, Objective: based on the analysis of financial and legal policy of certain
Central Bank, jurisdictions, to determine the initial prospects of financial and legal
cryptocurrency, development of social relations in metaverse using digital currencies.
digital currency, Methods: the research is based on the system of cognitive tools: first of
digital ruble, all, formal-legal, comparative-legal, statistical methods, and the method
digital sovereignty, of legal forecasting, which help to interpret the legal norms and financial-
digital technologies, legal policy of various jurisdictions, assess the degree of current
financial law, development of legislation on regulation of technologies in virtual worlds,
legislation, and formulate ideas about the financial-legal regulation of public relations
metaverse using digital currencies in the metaverse.

Results: the study reveals that modern legislation on metaverses is at
the initial stage of its formation, as in developed jurisdictions metaverse
is still considered only as a future technology. The author shows the
degree of popularity of the metaverse first prototypes and the growing
attention of some states to the metaverse in order to develop their socio-
economic potential and consolidate international leadership in digital
development. The paper points out the shortcomings of the metaverse
definitions developed in doctrine and practice, and long proposes the
author’s definition. It is argued that in order to fully integrate metaverse
technology into a certain country, whose policy is focused on achieving
(maintaining) a high rating in terms of the economy digital transformation,
it is necessary to determine the currency that will be legitimately used
in the metaverse in future. A conclusion is made that it is necessary
to plan financial and legal policy in this area, which will largely depend
on the legal regime of cryptocurrency in a particular country. It is argued
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that further development of the metaverse concept in Russia will depend
on the results of testing the digital ruble.

Scientific novelty: the paperis one of the first devoted to the convergence
of metaverse and financial law, which proposes a concept for establishing
full-fledged legality of digital currency in the metaverse depending on the
attitude of a particular country to decentralized finance. Along with popular
definitions formulated in doctrine and practice, the author presents their
own interpretation of the metaverse, indicating its essential features.

Practical significance: the conclusions and proposals obtained can
be used to improve the mechanisms of financial and legal regulation
of social relations under the emerging metaverse concept. The presented
ideas are important for further research of various financial and legal
aspects of metaverses’ development and functioning.
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Introduction

A metaverse is defined as the next stage in the Internet development, which is gradually
being fulfilled in real life. One of the motives for the metaverses creation is the
development of commerce, which implies the movement of money flows within this
virtual space. This circumstance cannot but cause interest of the state, suggesting the
need to elaborate a flexible and effective legal regulation of a new form of economic
turnover for the purposes of financial and legal policy of the state. In this connection
many questions arise, including, in particular, the interest of the state in the metaverses
development, specific options of financial regulation of the metaverses market, the
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possibility of adapting the existing finance legislation to the emerging metaverses
market, and others. This paper is devoted to answering these and some other questions.

1. Concept of metaverse and specificity of financial and legal policies
of individual jurisdictions

One cannot imagine the future of all legal matter without the functioning of digital
technologies. Recently, the issue of legal regulation of social relations in the innovative
virtual space — metaverse — has gained relevance. Legal regulation of relations in virtual
worlds has been the object of research for more than 10 years. For example, in 2008, a large-
scale scientific study on the law of virtual worlds was published, authored by an American
jurist B. T. Duranske (Duranske, 2008). A year before that, a work of another American legal
scholar, E. Reuveni, had been published, covering the issues of copyright and contract
law in the virtual world (Reuveni, 2007). In Russia, among the first of the most well-known
publications on this topic are, in particular, the studies of V. V. Arkhipov (Arkhipov, 2013) and
A. |. Savelyev (Savelyev, 2014). At the same time, the authors understood the virtual world
primarily as an online game.

The metaverse cannot be labeled solely as an online game. These categories relate
to each other as general and particular, respectively. Therefore, a metaverse is something
larger than an ordinary online game. It should be noted that the subject of metaverses
has long been mentioned in scientific research. For example, in 2008, American scientists
in co-authorship with a Swiss expert drew attention to the possibility of embodying the idea
of a metaverse (Hendaoui et al., 2008). The currently high attention to metaverse is very
often associated with Meta company’. In autumn 2021, Mark Zuckerberg stated that one
of the corporation’s activities would be connected with the construction of immersive
virtual space Horizon Worlds. Although the project has received wide publicity, it should
be said that the metaverse development is not limited to the embodiment of Horizon
Worlds. The fact is that today there are many other projects called metaverse. According
to statistics from foreign researchers, the total capitalization of the virtual real estate
market in some metaverse prototypes was estimated at more than 1.4 billion dollars
in 20222, Leadership is given to such platforms as Decentraland, The sandbox, and
Somnium Space. Positive dynamics was also observed in the first quarter of 20233.

The organization is recognized as extremist, its functioning is prohibited in the territory of the Russian
Federation.

2 2022 Annual Metaverse Virtual Real Estate Report. (2023, January 11). Parcel. https://clck.ru/39CTho
3 Gherghelas, S. (2023, March 23). Virtual Worlds Soar: Record Land Sales Generate $311M. DappRadar.

https://clck.ru/39CTdf
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The economic development of metaverses is gradually gaining momentum. According
to experts of Citibank — the largest international bank — the total market of metaverse
can be estimated from 8 to 13 trillion dollars by 20304 It is worth mentioning the
forecasts of metaverse development in the People’s Republic of China (hereinafter — PRC,
China). For example, the Shanghai plan for the metaverse development stipulates that
the market will be estimated at 350 billion yuan by 2025°. Sichuan Province estimated
the economic development of the metaverse sphere at 250 billion yuan®. Today, China
appears to be one of the leaders in the metaverse development. At the end of 2021, PRC
established a sectoral committee for metaverse development under the China Mobile
and Communications Association. At the state level, it is recognized that the metaverse
development will strengthen the PRC’s position as a global technology leader’. It is also
worth noting that the Chinese Institute of Contemporary International Relations issued
a report on the country’s national security in the context of metaverse development,
emphasizing technological hegemony and information security®.

China’s leadership in the metaverse development is explained by the country’s special
economic and legal policy. According to P. V. Troshchinsky, China’s digital economy is
based on its national interests. For this reason, Chinese platforms have displaced Western
technologies from its market. In this regard, we can say that Chinais a stronghold of digital
sovereignty (Troshchinsky, 2021).

This study will be incomplete without mentioning definitions of the term “metaverse”.
An American venture specialist M. Ball notes: “A metaverse should be understood as
a scalable and interoperable network of 3D virtual worlds, visualized in real time, that
can be accessed synchronously and continuously by a practically unlimited number
of users with an individual perception of presence and continuity of data such as
identity, history, rights, objects, communications, and payments” (Ball, 2022). According
to Chinese and Canadian experts, the metaverse is a synthesized world (virtual and real)
that consists of user-controlled avatars, digital things, virtual environment, and other
elements that allow people to use this space for communication, collaboration, and
other purposes (Wang et al., 2022). Another study notes a metaverse is a new stage in
the development of the Internet, characterized by the following aspects: (1) a symbiosis

4 Citi: Metaverse market size could reach $13 trillion within 8 years. (2022, April 1). PBK. https://clck.
ru/39CViN

Shanghai announces action plan for metaverse industry development. (2022, August 22). CJO.
https://clck.ru/39CVmw

Ivanov, P. (2023, August 17). Authorities of China’s Sichuan Province estimate the metaverse market at $34
billion. Blockchair. https://clck.ru/39CVpZ

Hui, M. (2021, November 17). China is eyeing the metaverse as the next internet battleground. Quartz.
https://clck.ru/39Cmeér
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of different technologies, which can generate a mirror of the real world based on digital
twin technology and blockchain to build an ecosystem, (2) a metaverse is a special form
of social interaction between users, (3) hyperspatial temporality, which implies an open,
free and captivating experience of using an immersive virtual reality (Wang et al., 2023).

A Russian legal scholar I. V. Ponkin uses the term cyber-meta-universe: “cyber-meta-
universe is a complex virtual-real (hybrid) homeostatic and persistent digital multiuser
meta-space formed and maintained by means of interoperable dynamic digital simulations
and synthesis, which includes multiple decentralized and/or intersectional real-virtual
multiscale (and scalable) three-dimensional spatial worlds (ecosystems, universes)
of complex-cognitive and holographic-visual orders (of augmented or reproduced reality -
in accordance and harmony with the natural laws of physical existence and human
perception, understanding and transformation of the world), providing for interactive
involvement (participation, interaction, active transformation) of users through their avatars
and providing for the user immersion into the ontologies of these worlds” (Ponkin, 2023).
A simpler definition is proposed by a Pakistani scholar who points out that a metaverse
is a simulated digital environment that combines augmented (AR) and virtual (VR) reality,
blockchain and social media principles to create an area of abundant interaction between
users, which aims to simulate the real world®.

One cannot but mention the definition of virtual worlds, which is formulated in the
Strategy of the European Commission of the European Union (hereinafter — EU), dedicated
to the development of the Web 4.0 concept. According to this act, virtual worlds are
permanent immersive environments based on technologies, including 3D and mixed
reality (XR), that allow the integration of physical and digital worlds in real time for various
purposes such as design, simulation, collaboration, learning, communication, transactions
and entertainment'®. Although the strategy uses the term “virtual worlds”, it most likely
refers to the metaverse. It is worth noting that this is not the first time that the EU touches
upon the topic of metaverse. For example, in 2022, the European Parliamentary Research
Service published the results of the briefing “Metaverse: Opportunities, risks and policy
implications”11.

Recently, a sufficient number of definitions of the “metaverse” have appeared. However,
the author of this paper believes that the existing positions regarding this category contain
one or more defects, among which the following we can mention complexity for perception
and/or lack of important features. Therefore, sometimes the metaverse is described
through the plot of movies (Ready Player One, The Matrix, Protagonist, etc.). We believe

9 Laeeq, K. (2022). Metaverse: why, how and what. How and What.

10 EU. (2023, July 5). An EU initiative on virtual worlds: a head start in the next technological transition.
https://clck.ru/39CW2G

11 EU. (2022, June 27). Metaverse: Opportunities, risks and policy implications. https://clck.ru/39CWFF
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that any definition should contain only two aspects: brevity and comprehensibility. In this
regard, the following definition of a metaverse is proposed: a metaverse is an immersive
virtual space with its own social and economic systems. Based on this definition, the
following features can be distinguished:

1. A metaverse is virtual space.

2. Ametaverse is an immersive space, which implies the effect of full presence of a user
in the virtual space. Immersiveness is provided through the use of virtual and augmented
reality technologies.

3. A metaverse has its own social and economic systems. This feature is expressed in
the possibility for users to implement a special form of social interaction — in virtual reality.
At the same time, a metaverse should allow users to profit from their activities (content
monetization, full-fledged labor activity, activity based on gig-economy principles, etc.).

This interpretation does not claim to be legally enshrined, as it contains only a general
understanding of the metaverse. It is impossible to formulate a single legal concept
of a metaverse due to the specifics of the legislation of individual countries, which may differ
significantly. Such a goal was not set within the present study. We can only assume that
the definition of a metaverse in the Russian law will be related, first of all, to the provisions
of the Federal Law “On Information, Information Technologies and Information Protection”'?,
namely, to the “information system” notion.

It should be taken into account that despite the current attention to metaverses, today
we cannot talk about its full-fledged embodiment in the life of society, because there is no
criterion of scale. No platform positioned as a metaverse is such in the sense presented
above. At the current stage of digital technologies development, it is more correct to speak
about the first successful prototypes of metaverses.

2. Financial control (monitoring) under metaverse conditions

It was shown above that a metaverse should have its own economic system in the future.
Today, Decentraland is probably the closest to a full-fledged ecosystem. This project is
positioned as a decentralized metaverse based on the Ethereum blockchain, which allows
users to earn profits that have value in the real world. The earning process can be outlined
as follows: (1) a user converts real (fiat) currency into Ethereum cryptocurrency, (2) the user
undergoes a full-fledged registration on the Decentraland platform by linking a MetaMask
crypto wallet, which allows converting Ethereum cryptocurrency into Decentraland currency,
called Mana, (3) the user multiplies Mana through various transactions, (4) the profit in

12 0n information, information technologies and information protection. No. 149-FZ of 27.07.2006. Collec-

tion of legislation of the Russian Federation, 31 (Part I), Art. 3448.
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Mana can be converted into real currency in reverse sequence (Mana — Ethereum - real
currency). Due to the high forecasts for metaverses development, it is necessary to consider
the prospects of transactions’ legal regulation in terms of financial control and monitoring.

As S. M. Mironova notes, financial control is one of the foundations for the economic
well-being of the state: “Financial control is the control over the legality and expediency
of actions when forming, distributing and using the state and municipal monetary funds
with the aim of effective socio-economic development of the country as a whole and its
regions” (Mironova, 2009). One of the varieties of financial control is financial monitoring,
which M. M. Proshunin and M. A. Tatchuk understand as the system of informational,
controlling and law enforcement legal procedures carried out by the financial monitoring
bodies and agents and aimed at excluding the penetration of criminal proceeds into the
national economy and preventing the use of financial monitoring agents for criminal
proceeds laundering and terrorism financing3.

The object of financial control is money transactions. In the legal sense, the categories
of “money” and “currency” are identical. Cryptocurrency is the key basis for metaverses
development. It is worth noting that the issue of legal specificity of cryptocurrency use
in metaverses was partially touched upon in scientific studies. For example, experts
from Germany and the Netherlands noted that the cryptocurrency system development
in metaverse can negatively affect the responsibilities of a country’s central bank
(Kasiyanto & Kilinc, 2022). Consequently, it is important to analyze the possible
prospects for the development of financial and legal policy of certain jurisdictions in the
field of metaverses, as it will allow (1) achieving technological leadership, (2) ensuring
the legalization of shadow economy, (3) attracting new funds to the country’s budgets due
to the development of economic turnover in metaverse.

3. Option of cryptocurrency integration as a basis for metaverses

The issues of cryptocurrency functioning and development have been the object of research
of various scientists for about 10-15 years. In doctrine, the cryptocurrency emergence
is associated with the most famous one, i. e. Bitcoin, which became known in 2009"4.
Currently, the cryptocurrency market has achieved significant development. According
to the Central Bank of Russia in December 2021, the total capitalization of cryptocurrency
was estimated at $ 2.3 trillion's. At the moment, despite the past “cryptowinter”, the state

13 proshunin, M. M., Tatchuk, M. A. (2014). Financial monitoring (combating legalization (laundering) of crim-

inal proceeds and terrorism financing): tutorial. Kaliningrad: 1zd-vo BFU im. I. Kanta.

14 Arnason, S. L. (2015). Cryptocurrency and Bitcoin: A possible foundation of future currency: why it has val-

ue, what is its history and its future outlook (Doctoral dissertation). Reykjavik: Verslunarfélag Reykjavikur.

15 Bank of Russia. (2022, January 20). Cryptocurrency risks and possible regulatory measures: report for

public consultations. https://clck.ru/39CX2S
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of the cryptocurrency market can be assessed as positive. Traditionally, the top three leaders
in terms of capitalization are Bitcoin, Ethereum and Tether.

As noted by Russian legal scholars |. A. Khavanova and I. I. Kucherov, cryptocurrency
in its essence is private money, the use of which is implemented through a distributed
ledger system (Kucherov & Khavanova, 2017). Due to the special economic value
of cryptocurrency, the state needs to regulate operations with this digital asset. The main
legal challenges are related, according to American researchers, to the very specifics
of the blockchain system in which cryptocurrency circulation takes place. The high degree
of anonymity of the digital asset owners allows its use for illegal purposes: terrorism
financing, legalization of criminal proceeds, and tax evasion (Jafari et al., 2018).

At the same time, today a number of states are implementing positive legal policies
regarding the use of cryptocurrency. In the opinion of the author of this paper, the legislation
of the United Arab Emirates (hereinafter — UAE) is the most progressive in this regard.
In accordance with the provisions of UAE Law No. 476, cryptocurrency is a full-fledged
digital asset that can be used as a means of payment, investment, accumulation and
exchange. In addition, as of recently, the world’s first International Court of Justice to hear
cases in the digital economy between individuals has been launched at the International
Financial Center in Dubai. In October 2022, the first judgment was rendered on a dispute
directly related to cryptocurrency sale'’. It should be noted that the UAE government is
much interested in the development of metaverse. For example, in 2022 it was announced
that the authorities developed a strategy for the metaverse development in the UAE, which
provides for the organization of 40,000 jobs'®. Sharjah launched a project of meta-city,
called SharjahVerse. As was noted, its main objective was to develop tourism™?. It is worth
noting that the above-mentioned problem of control over the cryptocurrency circulation
in the UAE is solved through the functioning of a special state executive authority, namely
the Dubai Virtual Assets Regulatory Authority, established by Law No. 42°. The authority
has a wide range of powers to control cryptocurrency circulation (establishing special
rules for the cryptocurrency use, attracting investors, controlling crypto exchanges, etc.).
At the same time, it should be noted that the UAE has strict rules for crypto-business
(for example, to establish a crypto-exchange), including obligatory licensing.

16 | aw No. (4) of 2022 Regulating Virtual Assets in the Emirate of Dubai. (2022). https://clck.ru/39CXHX

17 (1) Gate Mena DMCC (2) Huobi Mena FZE v (1) Tabarak Investment Capital Limited (2) Christian Thurner
2020 DIFC TCD 001. https://clck.ru/39CXJz

Cabral, A. R. (2022, July 18). Dubai’s new metaverse strategy to add $4 bn to economy and create more
than 40,000 jobs. The National. https://clck.ru/39Ca9m

Boreham, J. (2023, August 10). SharjahVerse: Where The Metaverse And Tourism Converge. The Metaverse
Insider. https://clck.ru/39CaBH

Arnason, S. L. (2015). Cryptocurrency and Bitcoin: A possible foundation of future currency: why it has val-
ue, what is its history and its future outlook (Doctoral dissertation). Reykjavik: Verslunarfélag Reykjavikur.
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Analysis shows that the UAE financial and legal policy regarding the cryptocurrency
use as an economic basis for the metaverse functioning will be further developed in the
following directions: (1) due to the authorities’ special attention to cryptocurrency
and metaverse, one may assume that a separate state authority on metaverse will be
established, with a function of the metaverse financial development based on implantation
of cryptocurrencies in the UAE; (2) the creation of metaverses requires significant
investments, which will likely lead to establishing special tax benefits and preferences
for investors; (3) one may assume that cryptocurrency will be used in metaverse directly,
i.e. without conversion into the metaverse currency, as is typical, for example, for the
Decentraland project.

It was mentioned above that the issues of metaverse development were repeatedly
touched upon by the European Commission of the EU; however to date Europe has no plans
to develop its own metaverse. Perhaps the reason lies in the unsuccessful experience
of using metaverse technology. In December 2022, the European Commission launched
the Global Gateway project, positioned as a metaverse. Almost 400,000 dollars were spent
on the implementation of this idea. The event was attended by no more than six people?!.
It is possible thatthe development of metaverseinthe EU directly depends onthe regulation
of competition law, as IT-giants can monopolize the market of potential projects. In this
regard, scholars analyze the possibility of reviewing the concept of competition regulation
(Angeles, 2023).

The plan on virtual worlds?2 contains provisions proclaiming the importance
of elaborating virtual worlds for the socio-economic development of Europe. The document
refers to the recently developed draft of the Markets in Cryptoassets (hereinafter —
MiCA) 23 regulation, which will be effective from 2024. The doctrine marks that the EU
seeks to develop the crypto market through effective interaction between the state and
business, so the attitude to regulating cryptocurrency transactions in the EU is assessed
as positive (Tauda et al., 2023). Most likely, this approach was the main reason for
the MiCA development, the central provisions of which can be reduced to two interrelated
aspects: establishing rules for persons performing services with cryptoassets in relation
to EU residents and protecting the rights of resident consumers using crypto-services.
The doctrine states that, despite the ambition and scope of the initiative, there are many
unresolved issues, particularly related to central bank currencies and decentralized finance
(Teichmann et al., 2023).

21 surgan, I. (2022, December 2). The European Commission’s $400k metaverse gala has failed miserably.

Incrypted. https://clck.ru/39CaGF

EU. (2023, July 5). An EU initiative on virtual worlds: a head start in the next technological transition.
https://clck.ru/39CaJE

23 EU. (2023, June 9). Regulation (EU) 2023/1114 of the European Parliament and of the Council of 31 May
2023 on markets in crypto-assets, and amending Regulations (EU) No 1093/2010 and (EU) No 1095/2010

and Directives 2013/36/EU and (EU) 2019/1937. https://clck.ru/39Caq5
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Based on the above, it should be assumed that today, despite the lack of plans
to develop its own metaverse, the EU is pursuing an active policy to build a legal
framework in this area, including in the field of finance. Consequently, to preserve
the leading positions in digital development, it is necessary, first, to allocate part of the
state budget for the development of own metaverse projects. However, if the provided
funds are used without a concrete plan of the metaverse technology creation and smooth
implementation in the social life, it may lead to the same situation as with the Global
Gateway project. Second, recognizing cryptocurrency as a legal means of payment,
it is necessary to address the existing shortcomings in the control of cryptocurrency
circulation. According to the MiCA provisions, the tracking of transactions rests entirely
with cryptocurrency exchanges. Perhaps a specialized committee within the European
Commission should be established to better control the activities of cryptocurrency
exchanges.

Another country to pay attention to is South Korea. Recently, its capital, Seoul,
launched a virtual city project, whose users can interact not only among themselves,
but also with the state?4. The Metaverse Seoul project is often explored through the
lens of urban science. For example, a Portuguese scholar notes that society is gradually
moving from the concept of “smart” cities to the next stage — meta-cities, Metaverse
Seoul being such. The aggregation of high technologies allows for a new view at the
combination of real and virtual worlds, which requires the development of proper state
policies (de Almeida, 2023).

It is still difficult to talk about the possibility of implanting cryptocurrency in the
Metaverse Seoul project. This is due to the lack of legislative certainty. In a 2018
publication, a Malaysian scholar pointed out that South Korea's policy in relation to
crypto-exchanges hacking could have followed the Chinese approach (that is, to ban
cryptocurrencies). At the same time, the state was developing regulations on the use
of digital assets in ICOs (Moorthy, 2018). A more recent research suggests that South
Korea is developing a framework law dedicated solely to digital assets?®. At the time
of writing this paper, no evidence of the adoption of this law was found by the author.
Consequently, the first priority in the development of South Korea's financial policy in the
field of metaverse is to determine the clear and unambiguous nature of cryptocurrency
as a legitimate means of payment. If cryptocurrency is recognized as a legitimate means
of payment, we can talk about its possible transformation into Metaverse Seoul.

24 ghcheglov, G. (2023, March 6). Metaverse Seoul — South Korean government launches long-awaited

metaverse with “public services” and brand offices. RB.RU. https://clck.ru/39Cag5

25 George, K. (2024, January 17). Cryptocurrency regulations around the world. Investopedia. https://clck.

ru/39CbHr
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4. Searching for further development of the metaverses concept:
shortcomings of legislation and testing of the digital ruble

The Russian doctrine marks that with the emergence of private decentralized financial
instruments, the state faces the need to search for new state-oriented options for money
transformation (Sidorenko, 2023). In this regard, the idea began taking shape that national
digital currencies should be issued by the countries’ central banks. In the opinion of the
author of this paper, one should agree with the International Monetary Fund that the
development of central bank digital currencies (hereinafter — CBDC) is a response from
the state to the emerging private decentralized digital currencies (Bossu et al., 2020).
It is most likely that the broad popularity of CBDC is characteristic of countries that are
leadinginterms of digital development, but do not fully or partially recognize cryptocurrency
as a legitimate means of payment.

In this respect, the experience of China is of interest. In 2022 the People’s Bank
of China emphasized once again that the use of cryptocurrency is not safe for the social
and economic development of the country?é. Despite the negative policy of China in
relation to cryptocurrency, the country does not prohibit the possession of this digital asset.
For example, D. Riley, analyzing the judicial practice of some Chinese provinces, wrote that
the PRC recognizes the economic value of cryptocurrency, which implies the recognition
of such as property, the rights to which should be subject to protection (Riley, 2021).

The PRC has long been developing a model for a national digital currency, and
recently it has been successfully tested. According to the People’s Bank of China, various
transactions worth 87 billion yuan were made in China in 202127. However, the doctrine
notes that the pilot testing of China’s CBDC raised a number of questions not regulated
at the level of legislation. A Singaporean scholar points out one of the main problems
of the China’'s CBDC operation, which is the confidentiality of digital currency users.
Itis about the processing and collecting the users’ personal data during CBDC transactions.
The author justifies the need to solve this problem in the further implementation of the
CBDC (Cheng, 2023). It is possible that this is due to the special state policy of China,
where national interests are at the center.

As it was mentioned above, the top Chinese leadership is directly interested in its
own metaverse development, which will not only ensure the country’s leadership in
the international arena, but also promote socio-economic development. The author of this
paperis convincedthatinthe near future Chinawill be the leaderin the functioning of its own
metaverses under state control. Since the use of cryptocurrency does not allow controlling
operations, it is assumed that the digital yuan will be the economic basis of Chinese

26 I RATREBIE R TE L5 ER | 202242078 06. hitps://clck.ru/39Chte
27 2021 E S RMAITHIRH B X B XFEFE. https:/goo.su/InzJ
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metaverse. This is one of the main directions of China'’s financial and legal policy in the field
of metaverse development. There are no significant obstacles to the implementation
of this idea.

Recently, the metaverses development in Russia has been discussed at the level
of theory and practice. In September 2022, the issues of legal regulation of relations in the
metaverse were raised at the Federation Council with participating representatives of the
business community?®. At the time of writing this paper, no other discussions on the topic
of metaverse at the level of the highest state bodies have been found. However, a number
of the country’'s leading educational institutions organize round tables devoted to the
metaverse development in Russia. For example, in the summer of 2023 at Moscow State
University of International Relations, experts made proposals for further legal regulation
of social relations in metaverse??.

The Russian legal doctrine analyzes the possibility of changing the legislation under
the pressure of the metaverse development. For example, I. A. Filipova conducted a study
that raises the issue of labor relations transformation in the metaverse (Filipova, 2023).
Based on our analysis of the studies by Russian legal scholars, we can state that none
of the publications indicates the possibility of financial law transformation in connection
with the metaverse development. It is very likely that this is due to the novelty of the topic
of metaverses.

Atthe sametime, it can be said that Russia is smoothly moving towards the development
of its own metaverse. In August 2023, the Russian Ministry of Digital Development,
Communications and Mass Media presented a draft strategy for the development of the
communications industry up to 20303°. One of the main messages of this document implies
ensuring the competitiveness of Russian software along with foreign analogs. Consequently,
Russia’s policy will have to move towards the formation of its own digital sovereignty,
which will allow creating its own metaverses. Some steps in this direction have been made
already. For example, Sber launched the CoMeta platform, which is a virtual space where
educational projects are implemented. Based on the above, more large-scale projects are
likely to be developed in the future, in which certain transactions could be made. In this
regard, it is possible to predict some directions of financial and legal policy of Russia in the
field of metaverse.

28 Federation Council. (2022, September 19). The Federation Council discussed legal aspects of metaverse

regulation. https://clck.ru/39Cc4s

29 Round table “Regulation of metaverse: using the existing arsenal of measures or developing new ones?”
of MGIMO Center for Artificial Intelligence. June 27, 2023, Moscow. https://clck.ru/39Cc7d

Mintsifri. (2023, August 15). Draft strategy for the development of the communications industry of the

Russian Federation up to 2035. https://clck.ru/39CcAy
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It is worth saying that the option of using cryptocurrency is of little use. The main
and probably the only law to determine the legal nature of cryptocurrency is the Federal
Law “On digital financial assets, digital currency and on amendments to certain legislative
acts of the Russian Federation” (hereinafter — the DFA Law)3'. The legislator does not use
the term “cryptocurrency” (before the adoption of the said law, various drafts with a legal
definition of cryptocurrency were proposed). Instead, the “digital currency” category was
legally enshrined, defined by part 3 of Article 1 of the DFA Law as a set of electronic
data (digital code or designation) contained in an information system, which are offered
and/or may be accepted as a means of payment that is not a monetary unit of the
Russian Federation, a monetary unit of a foreign state and/or an international monetary
or settlement unit, and/or as an investment, and in respect of which there is no person
obliged to each holder of such electronic data, except for the operator and/or information
system nodes, which are obliged only to ensure compliance of the procedure for issuing
such electronic data and actions in respect thereof making (changing) entries in such
information system by its rules.

This definition is not quite correct, as it is limited only to the essence of decentralized
finance. Actually, every decentralized digital currency is a digital currency, but not every
digital currency is a decentralized digital currency. Along with a decentralized digital
currency, there is a centralized digital currency, meaning CBDC.

The approach of the Russian legislator to the use of cryptocurrency as a means
of payment can be called special. According to part 6 of Article 14 of the DFA Law, judicial
protection of property rights to digital currency (cryptocurrency) is possible only in case
of its tax declaration. Consequently, if the tax service is not officially informed, the court
must refuse to protect a person'’s rights to cryptocurrency. This provision was criticized
by a number of Russian scholars. For example, R. M. Yankovsky, considering this issue
in a civil law context, points out that part 6 of Article 14 of the DFA Law hardly correlates
with the provisions of the Russian Constitution on the guaranteed judicial protection.
At the same time, not quite clear is the motive for the dependence of judicial protection
on the fulfillment of tax obligations (Yankovsky, 2020). In general, the legislator’s solution
is understandable. The establishment of the obligation of cryptocurrency tax declaration
in order to obtain judicial protection implies the cryptocurrency market legalization from
the financial legal standpoint (budget replenishment); however, in practice it has led
to a shadow crypto market development. Owners of cryptocurrencies performtransactions
at their own risk, which does not protect their interests and hinders the implementation
of financial policy in this area.

31 0n digital financial assets, digital currency and on amendments to certain legislative acts of the Rus-
sian Federation. No. 259-FZ of 31.07.2020. (2020). Collection of legislation of the Russian Federation, 31

(Part 1), Art. 5018.
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Well-known is the position of the Bank of Russia®? that the cryptocurrency legalization
may lead to financing crime. The Bank of Russia also holds that the cryptocurrency
market has many characteristics of a pyramid scheme. Thus, the legislative regulation
of cryptocurrency in Russia is very vague and ineffective. One may hardly expect that
cryptocurrency will function as an economic basis for Russian metaverses.

The official and only currency in Russia is the ruble. The attention of the author of
this paper was attracted by the provision on testing the digital ruble concept. In August
2023, the Central Bank of Russia issued a Regulation on the digital ruble platform33, which
regulates the general procedure for conducting the experiment with the digital ruble. The
digital ruble concept has been developed since December 2021. This has led to a massive
proliferation of scientific publications on the digital ruble. For example, T. V. Deryugina,
based on the analysis of Russian legislation, concludes that the legal nature of a digital
currency is different from that of the digital ruble (Deryugina, 2022).

One should agree with this opinion. According to the adopted law3* on the digital ruble
introduction, the digital ruble is not a digital currency. When the term “currency” is used, it
should refer to it as a means of payment. It is known that the primary essence of money
is a means of payment. Hence, the legislative meaning of digital currency is reduced
to the following: digital currency is money that can be used under certain conditions only.
To describe the essence of the digital ruble, the legislator uses the digital form of money.
One cannot but notice some confusion of concepts, which may lead to some confusion
in the legislation.

Despite the existing shortcomings of the legislation, one should admit that the testing
of the digital ruble may affect further development of metaverses in Russia. Undoubtedly,
now it is too early to speak even about approximate directions of the Russian financial and
legal policy in the field of metaverses, but there are prospects for their further formation at
the current stage of the Russian economy development.

Conclusions

Today we are witnessing a new stagein the development of the Internet, which is associated
with innovative immersive virtual spaces — metaverses. The analysis of statistical data
has shown the degree of development and popularity of the first metaverse prototypes,
which, apparently, have a great future. The growing attention of some states to the topic
of metaverses with a view of advancing their socio-economic potential and strengthening

32 proshunin, M. M., & Tatchuk, M. A. (2014). Financial monitoring (combating legalization (laundering)

of criminal proceeds and terrorism financing): tutorial. Kaliningrad: 1zd-vo BFU im. I. Kanta.

33 Regulation of the Bank of Russia No. 820-P of 03.08.2023. (2023). Garant.ru. https://clck.ru/39CcLQ

34 | aw draft No. 270838-8 “On amending certain legislative acts of the Russian Federation (as regards the

formation of a legal framework for the introduction of the digital ruble)”. https://clck.ru/39CcPF
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their global leadership in terms of digital development makes it necessary to plan financial
and legal policy in this area.

Financial and legal development of legislation on metaverses directly depends on the
regulation of the cryptocurrency legal regime in a particular country. Depending on this
circumstance, it is possible to assess the prospects of cryptocurrency implantation as an
economic basis for metaverses. The UAE is the undoubted leader in this area, as it has all
the necessary conditions for the creation of its own metaverse. MiCA provisions, which will
be applied in the EU from 2024, deserve special attention. It should be noted that the EU
pays special attention to the prospects of regulating social relations in the metaverse, but
there are no plans to create their own platforms in the EU. An opposite example is South
Korea, where the meta-city project is being successfully implemented, but the legal regime
of cryptocurrency has not yet been defined.

At the same time, there are a number of states that are leading in the digital economy
but do not recognize cryptocurrency as a legitimate means of payment. Such countries are
characterized by the use of the national central bank digital currency. The undisputed leader
among them is China, where the digital yuan model has been successfully tested since
2021. Moreover, the Chinese authorities are much interested in creating their own national
metaverses. Russia is likely to follow this path as well. The topic of metaverse development
in Russia is just beginning to be discussed in science and practice. Since August 2023,
the Bank of Russia has been testing the third form of the ruble - the digital ruble. It can
be assumed that in the future the digital ruble will function as a financial basis for Russian
metaverses.
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KnioueBble cnoea AHHOTauuA

6110KYeiiH, Lienb: Ha ocHoBe aHanu3a (hMHAHCOBO-NPABOBOW MOMUTUKM OTAENbHbIX
3aKOHO/aTeNIbCTBO, FOPUCAMKLIMIA ONPeAeNuTb UCXOAHYIO MepcrnekTUey GpUHaHCOBO-NPaBOBOro
KpUNTOBaNoTa, pa3BUTUS 06LLECTBEHHbIX OTHOLLEHWUI B METaBCENIEHHbIX C UCMOb30BaHUEM
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ne ceoero GbopMMPOBaHUS, MOCKObKY B PasBUTbIX FOPUCAUKLUAX MeTa-
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C KOTOpbIMM Mpeanaraetcs aBTopckas AedbvHUUMA. YTBepXAaeTcs, UTo
ANA MOJIHOLEHHOW WMHTerpauumn TeXHOMOrMM MeTaBCesIeHHOM B OTAesb-
HO B3ATYIO CTpaHy, MOJIMTUKA KOTOPOW COCPEeAOoTOYEeHa Ha AOCTUMXKEHUU
(coxpaHeHMK) BbICOKOro pelTMHra B 4acTu umdpoBoit TpaHchopMauum
9KOHOMUKM, HEO6XOAMMO ONpPeaennTbCA C BastoTON, KOTopas IErMTUMHO
MOXEeT MCMoJSib30BaTbCA B MeTaBCefieHHON B 6yayuiemM. CaenaH BblBOA

© CutHukoB M. C,, 2024

® CTaTbsi HaXOAMTCA B OTKPLITOM AOCTYMe U pacnpoCcTpaHAeTCA B COOTBETCTBUM C NuLeH3ueir Creative Commons «Attribution» («ATpubyuns»)
4.0 BcemupHas (CC BY 4.0) (https:/creativecommons.org/licenses/by/4.0/deed.ru), no3sonstoLLen HeorpaHUYeHHO UCNONb30BaTb, PACNPOCTPaHATDL
BY W BOCMNpOM3BOAUTL MaTepuan npu ycnoBuu, 4To opuruHasabHasa paﬁoTa ynomMsHyTa C COﬁI‘I}OAeHMeM npasun ULUTUPOBAHUA.

217

https://www.lawjournal.digital



https://elibrary.ru/yxcjno
https://doi.org/10.21202/jdtl.2024.11
https://crossmark.crossref.org/dialog/?doi=10.21202/jdtl.2024.11&domain=pdf&date_stamp=2024-03-20
https://creativecommons.org/licenses/by/4.0/deed.ru
https://www.budapestopenaccessinitiative.org
https://orcid.org/0000-0002-7769-0295

Journal of Digital Technologies and Law, 2024, 2(1) elSSN 2949-2483

0 HEOBXOAMMOCTH NNIaHUPOBaHNUsA GUHAHCOBO-NPABOBOM MOMIUTUKU B AaH-
HOM 06n1acTu, KoTopasi BO MHOTOM 6yZleT 3aBUCETb OT NMPAaBOBOrO peXxuma
KpUNTOBAaOTbl B KOHKPETHON CTpaHe. YTBepXAaeTcs, YTo AasibHelillee
pa3BuTHe KOHLieNTa MeTaBCceNleHHbIX B Poccumn 6yaeT 3aBUCETb OT pe3yrib-
TaToOB TECTUPOBaHMUS LUMPOBOro py6ns.

HayyHas HoBM3Ha: faHHas paboTa SIBNAETCA OAHOW M3 MepBblX, NOCBS-
LLIeHHbIX BOMpOCaM KOHBEPreHUMn MeTaBCENEHHOM U (MHAHCOBOro npa-
Ba, B KOTOpPOW npeanaraetcs KOHUEMNUUsa no yCTaHOBMIEHMIO MOJSIHOLEH-
HOW NeranbHOCTM LM(POBOW BantoTbl B METaBCE/IEHHON B 3aBUCUMOCTHU
OT OTHOLLEHMSA KOHKPETHOWM CTPaHbl K AeLeHTpann3oBaHHbIM (pUHaHCaM.
Hapsigy ¢ nonynapHbiMu onpegeneHnsimu, chopmMyMpoBaHHbIMU B AOK-
TPUHE U NpaKTUKe, NpefAcTaBiieHa cO6CTBEHHAsA TPaKTOBKa MeTaBCeSIeH-
HOWN C yKa3aHWeM ee CyLLLeCTBEHHbIX NPU3HAKOB.

MNpakTuyeckas 3HAYMMOCTb: MOJIyYeHHble BbIBOAbI M MPeasIoXXeHUs Mo-
ryT 6biTb MCMOMb30BaHbl ASI COBEPLIEHCTBOBAHUA MeXaHM3MOB (GUHaH-
COBO-MPABOBOro PerynMpoBaHus 06LLeCTBEHHbIX OTHOLLEHWIA B YC/IOBUAX
dopmMupyloLLeica  KOHUEeNuMn MeTaBCesleHHbIX. BbicKasaHHble uaeu
U YTBEPXXAEHUA UMEIOT 3HaYeHWe ANs AasibHeiillero ucciefoBaHusa pas-
HOO6pa3HbIX (DMHAHCOBO-NPaBOBbIX ACMEKTOB PasBUTUA U GYHKLMOHMPO-
BaHWSA METABCENEHHbIX.
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